
LCI / Coastal Telco Webmail 

Changes for Tidewater.net Email Services 
The latest release of Magicmail for Tidewater.net customers includes a new login page and an updated 

version of the Tuxedo webmail client. CTS will be rolling out these changes soon and this document will show  

some of the differences the customer will see and how they might use the new interface. There are a few 

advantages to the new system over the old. Most are “behind the scenes” with improved security and 

administraƟon. For customers, the new Tuxedo client is faster and the interface is cleaner. There are also 

security features for the end users that can help make email accounts more secure. 

Login Page 

The original login page is known as the “Landing 

Page” and looks like the picture to the right. 

Customers were able to choose their web email 

client or mail seƫngs from the drop down menu. 

According to LinuxMagic, the company that 

licenses the Magicmail system, this login screen 

does not support the new Tuxedo mail system. We 

will be disabling this page in favor of a new default 

login page. Customers rarely chose Mail Seƫngs, 

which meant most didn’t see some of the features 

Magicmail has, including the new security opƟons. 

 

 

The new login page, shown on the leŌ, has no 

choices. Once the customer logs in, they will be 

in the mail seƫngs menu. The URL is:  

hƩps://mail.Ɵdewater.net/login.php 

Using a web browser to access hƩps://

mail.Ɵdewater.net will redirect here when the 

changes go live. 



We have configured the login to automaƟcally start at the webmail tab. Here the customer can choose their 

preferred email client. We’ve added the new Tuxedo client and it is live now. The other menu opƟons contain 

useful tools. 

Spam Management lets customers 

choose the spam blocking template 

that fits their needs. Only those 

templates that have the “(w/

QuaranƟne)” comment will allow 

suspected spam to go to the spam 

folder. Without the quaranƟne opƟon, 

any email our system flags as spam will 

be discarded. 

Customers can review and edit their 

spam lists. We have three ways of 

flagging emails: block by Subject, block 

by Sender, and allow by Sender. 

Spam blocking may be turned on or off 

by clicking on the Enabled/Disabled 

buƩon. Disabling spam here does not 

stop the Magicmail system from blocking some emails before they get to the user level spam check. 

Under spam management, customers can get informaƟon on how much spam was caught and they can see 

their quaranƟned mail. They can also approve senders in the quaranƟned mail list. 



My Email OpƟons gives access to the vacaƟon message/auto responder opƟon, delivery filters (a fairly 

recent Magicmail addiƟon), and a forwarding opƟon. VacaƟon messages can be set to start and stop 

automaƟcally using the calendar opƟons or just turned on and off manually. The customer must click the 

“Update VacaƟon 

Message” buƩon to 

change the message. 

Unless using the 

calendar opƟon, they 

must also check the 

“Enable vacaƟon 

message” box. 

 

 

 

 

 

 

The delivery filter lets the customer send emails directly to mail folders. Those folders must be created 

before creaƟng the filter. 

Forwarding is obvious. Check the box to have a copy saved in the local inbox as well as sent on. Customers 

must click “Update Forwards” aŌer making changes. 

 

Security OpƟons is where customers may change their passwords, set security noƟces and policies, and set 

access by country. Changing passwords is obvious. Security policies are set automaƟcally at email creaƟon to 

only allow secure access. Older email accounts may have those disabled. Customers are strongly encouraged 

to use secure channels at all Ɵmes.  

 



Country access was added a couple of years ago, but hasn’t been used much. For new accounts, only the US, 

Mexico, and Canada are allowed. All others are turned off. It’s a great security feature, but can cause issues. 

It’s also not smart. Allowing .uk (United Kingdom) access without allowing .gb (Great Britain) could leave a 

customer locked out, so when traveling a customer may need to allow several domains to keep access open. 

Using a VPN based outside the US can also cause issues.  

To make changes, just click to 

highlight the desired countries 

and then click the arrow to 

move those selecƟons from one 

list to the other. Click the “Save 

Country RestricƟon” buƩon to 

save the changes. 

The United States cannot be 

removed from the allowed list. 

Enabling restricƟons here can 

make email accounts safer from 

compromise. 

 

 

 

 

 

Manage Mailboxes on a non‐master email is a quick shortcut to managing the password and the security 

quesƟon and answer for password recovery. Clicking details on the right can access forwarding opƟons. 

 



The Master user can use Manage Mailboxes to create new email accounts up to the limit of five for a DSL or 

OPEN account. 

In this case, the user 

testdemo can create more 

mailboxes with the “New 

Mailbox” buƩon and can 

edit or delete the other 

email users on the account. 

They can only create 

mailboxes up to the limit on 

the account and can never 

delete the master mailbox. 

Changing the master 

mailbox can only be done 

by calling customer service 

or tech support. 

Clicking edit brings up the 

same opƟons for 

forwarding, changing 

passwords, and seƫng 

security quesƟons. Clicking 

on “DETAILS” on the right 

allows the master user to 

create aliases for any of the 

email addresses on the 

account by clicking the 

“New Address” buƩon. Mail 

sent to aliases will go into 

the same inbox as the mailbox being edited or forwarded somewhere else.  

 

 

 

Logout is the last menu opƟon. Below that are quick buƩons to turn on and off 

AnƟ‐Spam and AnƟ‐Virus. Turning off these features is not recommended. 


